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FIRST CHANGE
[bookmark: _Toc517081004]3	Definitions and abbreviations
[bookmark: _Toc517081005]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
MME Pool Area: An MME Pool Area is defined as an area within which a UE may be served without need to change the serving MME. An MME Pool Area is served by one or more MMEs ("pool of MMEs") in parallel. MME Pool Areas are a collection of complete Tracking Areas. MME Pool Areas may overlap each other.
Serving GW Service Area: A Serving GW Service Area is defined as an area within which a UE may be served without need to change the Serving GW. A Serving GW Service Area is served by one or more Serving GWs in parallel. Serving GW Service Areas are a collection of complete Tracking Areas. Serving GW Service Areas may overlap each other.
PDN Connection: The association between a PDN represented by an APN and a UE, represented by one IPv4 address and/or one IPv6 prefix (for IP PDN Type) or by the UE Identity (for Non-IP PDN Type).
Default Bearer: The EPS bearer which is first established for a new PDN connection and remains established throughout the lifetime of the PDN connection.
Default APN: A Default APN is defined as the APN which is marked as default in the subscription data and used during the Attach procedure and the UE requested PDN connectivity procedure when no APN is provided by the UE.
eCall Only Mode: A UE configuration option that allows the UE to attach at EPS and register in IMS to perform only eCall Over IMS, and an IMS call to a non-emergency MSISDN or URI for test and/or terminal reconfiguration services. For a short period following either such call, an incoming call (e.g. callback from a PSAP or HPLMN operator) or other incoming session (e.g. for USIM reconfiguration) is possible. At other times when the UE is configured in this mode, the UE is required to refrain from any signaling to a network. Use of eCall Only Mode is configured in the USIM for the UE.
PDN Connection to the SCEF: The association between a UE, represented by the UE Identity, and a PDN represented by an APN to external packet data network via SCEF to allow transfer of Non-IP data. It includes establishment and persistence of T6 connection between MME and SCEF (see TS 29.128 [79]).
Emergency attached UE: A UE which only has bearer(s) related to emergency bearer service.
NOTE 1:	The above term is equivalent to the term "attached for emergency bearer services" as specified in TS 24.301 [46].
LIPA PDN connection: a PDN Connection for local IP access for a UE connected to a HeNB.
SIPTO at local network PDN connection: a PDN connection for SIPTO at local network for a UE connected to a (H)eNB.
Correlation ID: For a LIPA PDN connection, Correlation ID is a parameter that enables direct user plane path between the HeNB and L-GW.
SIPTO Correlation ID: For a SIPTO at local network PDN connection, SIPTO Correlation ID is a parameter that enables direct user plane path between the (H)eNB and L-GW when they are collocated.
Local Home Network: A set of (H)eNBs and L-GWs in the standalone GW architecture, where the (H)eNBs have IP connectivity for SIPTO at the Local Network via all the L-GWs.
Local Home Network ID: An identifier that uniquely identifies a Local Home Network within a PLMN.
Presence Reporting Area: An area defined within 3GPP Packet Domain for the purposes of reporting of UE presence within that area due to policy control and/or charging reasons. In case of E-UTRAN, a Presence Reporting Area may consist in a set of neighbor or non-neighbor Tracking Areas, or eNBs and/or cells. There are two types of Presence Reporting Areas: "UE-dedicated Presence Reporting Areas" and "Core Network pre-configured Presence Reporting Areas" that apply to an MME pool.
RAN user plane congestion: RAN user plane congestion occurs when the demand for RAN resources exceeds the available RAN capacity to deliver the user data for a prolonged period of time.
NOTE 2:	Short-duration traffic bursts is a normal condition at any traffic load level, and is not considered to be RAN user plane congestion. Likewise, a high-level of utilization of RAN resources (based on operator configuration) is considered a normal mode of operation and might not be RAN user plane congestion.
IOPS-capable eNB: an eNB that has the capability of IOPS mode operation, which provides local IP connectivity and public safety services to IOPS-enabled UEs via a Local EPC when the eNB has lost backhaul to the Macro EPC or it has no backhaul to the Macro EPC.
IOPS network: an IOPS network consists of one or more eNBs operating in IOPS mode and connected to a Local EPC.
Local EPC: a Local EPC is an entity which provides functionality that eNBs in IOPS mode of operation use, instead of the Macro EPC, in order to support public safety services.
Macro EPC: the EPC which serves an eNB when it is not in IOPS mode of operation.
Nomadic EPS: a deployable system which has the capability to provide radio access (via deployable IOPS-capable eNB(s)), local IP connectivity and public safety services to IOPS-enabled UEs in the absence of normal EPS
IOPS-enabled UE: is an UE that is configured to use networks operating in IOPS mode.
Cellular IoT: Cellular network supporting low complexity and low throughput devices for a network of Things. Cellular IoT supports both IP and Non-IP traffic.
Narrowband-IoT: a 3GPP Radio Access Technology that forms part of Cellular IoT. It allows access to network services via E-UTRA with a channel bandwidth limited to 180 kHz (corresponding to one PRB). Unless otherwise indicated in a clause, Narrowband-IoT is a subset of E-UTRAN.
LTE-M: a 3GPP RAT type Identifier used in the Core Network only, which is a sub-type E-UTRAN RAT type, and defined to identify in the Core Network the E-UTRAN when used by a UE indicating Category M in its UE radio capability.
WB-E-UTRAN: in the RAN, WB-E-UTRAN is the part of E-UTRAN that excludes NB-IoT. In the Core Network, the WB-E-UTRAN also excludes LTE-M.
DCN-ID: DCN identity identifies a specific dedicated core network (DCN).
For the purposes of the present document, the following terms and definitions given in TS 23.167 [81] apply:
eCall Over IMS: See TS 23.167 [81].
[bookmark: _Toc517081006]Restricted local operator services: communication services provided by an operator that involve either automated or human assistance (e.g. credit card billing, directory assistance, customer care) for which successful authentication is not necessary.

NEXT CHANGE
3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5GS	5G System
AF	Application Function
ARP	Allocation and Retention Priority
AMBR	Aggregate Maximum Bit Rate
CBC	Cell Broadcast Centre
CBE	Cell Broadcast Entity
CIoT	Cellular IoT
CSG	Closed Subscriber Group
CSG ID	Closed Subscriber Group Identity
C-SGN	CIoT Serving Gateway Node
CSS	CSG Subscriber Server
DCN	Dedicated Core Network
DeNB	Donor eNode B
DL TFT	DownLink Traffic Flow Template
DRX	Discontinuous Reception
ECGI	E-UTRAN Cell Global Identifier
ECM	EPS Connection Management
ECN	Explicit Congestion Notification
EMM	EPS Mobility Management
eNB	evolved Node B
EPC	Evolved Packet Core
EPS	Evolved Packet System
E-RAB	E-UTRAN Radio Access Bearer
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
GBR	Guaranteed Bit Rate
GUMMEI	Globally Unique MME Identifier
GUTI	Globally Unique Temporary Identity
GW	Gateway
HeNB	Home eNode B
HeNB GW	Home eNode B Gateway
HFN	Hyper Frame Number
IOPS	Isolated E-UTRAN Operation for Public Safety
IoT	Internet of Things
ISR	Idle mode Signalling Reduction
LAA	Licensed Assisted Access
LBI	Linked EPS Bearer Id
L-GW	Local GateWay
LIPA	Local IP Access
LWA	LTE/WLAN Aggregation
LWIP	LTE/WLAN Radio Level Integration with IPsec Tunnel
MBR	Maximum Bit Rate
MME	Mobility Management Entity
MMEC	MME Code
MTC	Machine-Type Communications
M-TMSI	M-Temporary Mobile Subscriber Identity
NB-IoT	Narrowband IoT
NR	New Radio
OCS	Online Charging System
OFCS	Offline Charging System
OMC-ID	Operation and Maintenance Centre Identity
P‑GW	PDN Gateway
PCC	Policy and Charging Control
PCRF	Policy and Charging Rules Function
PRA	Presence Reporting Area
PDCP	Packet Data Convergence Protocol
PMIP	Proxy Mobile IP
PSAP	Public Safety Answering Point
PSM	Power Saving Mode
PTI	Procedure Transaction Id
QCI	QoS Class Identifier
RCAF	RAN Congestion Awareness Function
RFSP	RAT/Frequency Selection Priority
RLOS	Restricted Local Operator Services
RN	Relay Node
RUCI	RAN User Plane Congestion Information
S‑GW	Serving Gateway
S-TMSI	S-Temporary Mobile Subscriber Identity
SDF	Service Data Flow
SIPTO	Selected IP Traffic Offload
TAC	Tracking Area Code
TAD	Traffic Aggregate Description
TAI	Tracking Area Identity
TAU	Tracking Area Update
TI	Transaction Identifier
TIN	Temporary Identity used in Next update
URRP-MME	UE Reachability Request Parameter for MME
UL TFT	UpLink Traffic Flow Template
ULR-Flags	Update Location Request Flags

NEXT CHANGE
[bookmark: _Toc517081059]4.3.8.3	MME selection function
The MME selection function selects an available MME for serving a UE. The selection is based on network topology, i.e. the selected MME serves the UE's location and for overlapping MME service areas, the selection may prefer MMEs with service areas that reduce the probability of changing the MME. When a MME/SGSN selects a target MME, the selection function performs a simple load balancing between the possible target MMEs. In networks that deploy dedicated MMEs/SGSNs for UEs configured for low access priority, the possible target MME selected by source MME/SGSN is typically restricted to MMEs with the same dedication.
When a MME/SGSN supporting DCNs selects a target MME, the selected target MME should be restricted to MMEs that belong to the same DCN. The DNS procedure may be used by the source CN node to select the target MME from a given DCN. If both low access priority and UE Usage Type parameter are used for MME selection, selection based on UE Usage type parameter overrides selection based on the low access priority indication.
When a MME supporting CIoT EPS Optimisation(s) selects a target MME, the selected MME should all support the CIoT EPS Optimisations applicable to the given UE's attachment. In case the source MME is unable to find a target MME matching all CIoT EPS Optimisation(s) applicable to a given UE's attachment, then the source MME, based on implementation, selects a target MME which provides the CIoT EPS Optimisation(s) best applicable to that UE's attachment.
When an eNodeB selects an MME, the eNodeB may use a selection function which distinguishes if the GUMMEI is mapped from P-TMSI/RAI or is a native GUMMEI. The indication of mapped or native GUMMEI shall be signalled by the UE to the eNodeB as an explicit indication. The eNodeB may differentiate between a GUMMEI mapped from P‑TMSI/RAI and a native GUMMEI based on the indication signalled by the UE. Alternatively, the differentiation between a GUMMEI mapped from P-TMSI/RAI and a native GUMMEI may be performed based on the value of most significant bit of the MME Group ID, for PLMNs that deploy such mechanism. In this case, if the MSB is set to "0" then the GUMMEI is mapped from P-TMSI/RAI and if MSB is set to "1", the GUMMEI is a native one. Alternatively the eNodeB makes the selection of MME only based on the GUMMEI without distinguishing on mapped or native.
When an eNodeB selects an MME, the selection shall achieve load balancing as specified in clause 4.3.7.2.
When DCNs are deployed, to maintain a UE in the same DCN when the UE enters a new MME pool area, the eNodeB's NNSF should have configuration that selects, based on the MMEGIs or NRIs of neighbouring pool areas, a connected MME from the same DCN. Alternately, for PLMN wide inter-pool intra-RAT mobility, the operator may divide up the entire MMEGI and NRI value space into non-overlapping sets with each set allocated to a particular DCN. In this case all eNodeBs may be configured with the same MME selection configuration. If UE assisted DCN selection feature is supported and a DCN-ID is provided by the UE, the DCN-ID shall be used in the eNodeB for MME selection to maintain the same DCN when the serving MME is not available.
When selecting an MME for a UE that is using the NB-IoT RAT, and/or for a UE that signals support for CIoT EPS Optimisations in RRC signalling (As specified in TS 36.331 [37], for NB-IoT, UE indicates whether it supports "User Plane CIoT EPS Optimisation" and "EPS Attach without PDN Connectivity". And for WB-E-UTRAN, UE indicates whether it supports "Control Plane CIoT EPS Optimisation", "User Plane CIoT EPS Optimisation" and "EPS Attach without PDN Connectivity"), the eNodeB's MME selection algorithm shall select an MME taking into account the MME's support (or non-support) for the Release 13 NAS signalling protocol.
When DCN are deployed for the purpose of CIoT EPS Optimisation, UE included CIoT EPS Optimisation information in the RRC signalling, may depending on eNB configuration, be used to perform initial DCN selection.
When RLOS are deployed, the eNB shall select an MME that supports Restricted Local Operator Services based on the RLOS indication provided by the UE in RRC signalling.

NEXT CHANGE
4.3.x	Restricted Local Operator Services
4.3.x.1	General
Restricted Local Operator Services is an optional feature, supported in certain countries, that allows an operator to provide UEs under E-UTRAN 3GPP access with communication services for which successful authentication is not necessary. Service requirements are specified in TS 22.101 [80] and architectural requirements are specified in TS 23.221 [27].
To provide access to Restricted Local Operator Services, the MME is configured with MME RLOS Configuration Data.  The MME RLOS Configuration Data contain the RLOS APN, defined for the PLMN, which is used to derive a PDN GW and may contain a statically configured PDN GW for the RLOS APN.
Both unauthenticated UEs and authenticated UEs in limited service state can access RLOS. For non-roaming UEs in limited service state, the network may authenticate the UE to get security information. For roaming UEs in limited service state, the network may authenticate the UE to get security information based on local operator policy. Otherwise, authentication to EPC access for RLOS is skipped. Allowing access to RLOS is completely under the local operator's control, e.g. EPC access for RLOS does not depend on whether the UE is authenticated or not, nor on whether authentication suceeds or fails.
A new AS System Broadcast Indicator provided by E-UTRAN indicates that the PLMN is configured to support Restricted Local Operator Services. If the PLMN does not advertise its support of RLOS, the UE shall block the origination attempt for RLOS.
RLOS is requested by the UE, based on explicit request from the user. When attaching to the network to access RLOS, the UE shall send a NAS RLOS indication to the MME, which proceeds with the RLOS attach procedure described in clause 5.3.2.x. A specific RLOS-APN, unique for the PLMN, is configured in the MME.
When the UE is attached, all the UE data are routed by the PGW to a RLOS PDN. The exchanges between the UE and the RLOS PDN are out of scope of this specification. 
During the RRC connection establishment procedure, the UE indicates in the RRC signalling that the RRC connection is for RLOS access, using RLOS RRC establishment cause. Based on the RLOS indication in the RRC signalling, the RAN node may apply access control (e.g. in case of RAN overload or congestion control) for UEs accessing RLOS services as described in TS 36.413 [36] and may select an appropriate MME serving the RLOS access to EPC as described in clause 4.3.8.
The RLOS feature does not support mobile terminated services, inter-RAT handovers, handovers between 3GPP and non-3GPP accesses and multiple PDN connections. Location services does not apply to UEs attached for RLOS. 
On-line charging is not activated for RLOS APN. For off-line charging, an RLOS APN indication is added to charging records.
[bookmark: _Toc517081070]4.3.x.2		Architecture Reference Model for Restricted Local Operator Services
Same architecture as for emergency service specified in clause 4.3.12.2 applies. 
4.3.x.3	Mobility and Access Restrictions for Restricted Local Operator Services
Mobility and Access Restrictions in clause 4.3.5.7 shall not be applied to RLOS attached UEs. However, the MME shall restrict mobility to GERAN or UTRAN, and include GERAN or UTRAN in the Handover Restriction List.
4.3.x.4	PDN GW selection function for Restricted Local Operator Services
Clause 4.3.12.4 applies where MME Emergency Configuration Data is replaced by MME RLOS Configuration Data, where Emergency APN is replaced by RLOS APN. However, HRPD or WLAN handovers don't apply.
4.3.x.5	QoS for Restricted Local Operator Services
The initial QoS values used for establishing Restricted Local Operator Services are configured in the MME RLOS Configuration Data.
4.3.x.6	Support of emergency sessions
When the UE requests an emergency service while attached for RLOS, the UE shall first detach from the EPC before initiating an attach for emergency as defined in clause 4.3.12. 
4.3.x.7	PCC for Restricted Local Operator Services
Dynamic PCC is used for UEs establishing Restricted Local Operator Services, the procedures are as described in TS 23.203 [6]. When establishing Restricted Local Operator Services with a PDN GW, according to clause 4.7.5, the PCRF provides the PDN GW with the QoS parameters, including an ARP value reserved for the Restricted Local Operator Services with where RLOS has a lower priority in terms of admission control than regular PDN connections. 
The PCRF ensures that the RLOS PDN connection is used only for Restricted Local Operator Services. The PCRF rejects an IMS session established via the RLOS PDN connection if the AF (i.e. P-CSCF) does not provide an RLOS indication to the PCRF.
4.3.x.8	IP Address Allocation
Clause 4.3.12.8 applies where local emergency PDN connection is replaced by local RLOS PDN connection and where emergency APN is replaced by RLOS APN.
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